CCDC

**INTERNAL**

**IP Port Service**

172.20.242.10 135/tcp msrpc (Blocked)

172.20.240.101 22/tcp ssh

80/tcp http

172.20.240.254 22/tcp ssh

23/tcp telnet (unexpected)

80/tcp http

161/tcp snmp

443/tcp https

172.20.240.20 22/tcp ssh

53/tcp domain

111/tcp rpcbind

**EXTERNAL**

**IP Port Service**

172.20.241.20 22/tcp ssh

172.20.241.30 22/tcp ssh

80/tcp http

443/tcp https

172.20.241.40 22/tcp ssh

25/tcp smtp

110/tcp pop3

143/tcp imap

172.20.241.254 22/tcp ssh

23/tcp telnet (unexpected)

80/tcp http

161/tcp smtp

443/tcp https

What tool did you use, and what machine was the scan accomplished from, ie. what machine hosted the scan.

NMAP Debian Internal

2.) Create a table of services that were found and on which public IP, together with a flag or indicator as to whether that service on that IP address was expected, ie. legitimate.

3.) Were any unknown or unneeded services found or hosts addresses that should not be exposed to the external segment ?

4.) What remediation steps were taken, or are planned to be taken. Be specific as to whether the remediation is complete or planned to be completed.

Close unexpected ports

PLANNED